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1: Your network contains a server named Server1 that runs Windows Server 2003 Service Pack 2 

(SP2). An administrator named Admin1 logs on to Server1. Admin1 sends you a Remote 

Assistance invitation. You successfully establish a Remote Assistance session to Server1 by using 

the invitation. You request control of Server1 and you receive the following error message. 

 

You need to ensure that you can control Server1 by using Remote Assistance.  

What should you instruct Admin1 to do? 

A.Add your user account to the HelpServicesGroup group. 

B.Add your user account to the Remote Desktop Users group. 

C.Send a Remote Assistance request by using Windows Messenger. 

D.Open the System properties, and then modify the Remote settings. 

Correct Answers: D 

 

2: Your network contains a single Active Directory domain. You share a printer on a server that 

runs Windows Server 2003 Service Pack 2 (SP2). Your domain contains two groups named Sales 

and Marketing. Members of the Marketing group print very large documents. Members of the 

Sales group report that they are unable to print documents because the printer is in use. You need 

to ensure that members of the Sales group can interrupt the print jobs sent by members of the 

Marketing group. You must prevent the members of the Sales group from modifying the priority 

of the printer. What should you do? 

A.Assign the Manage Printers permission to the Sales group. 

B.Assign the Manage Documents permission to the Sales group. 

C.Deny the Take Ownership permission to the Marketing group. 

D.Remove the Creator Owner group from the printers access control list. 

Correct Answers: B 

 

3: You are a network administrator for your company. The network consists of a single Active 

Directory domain. A user named Mary works in the information technology (IT) security 

department. Mary is a member of the ITSecurity global group. Mary reports that no one in the 

ITSecurity global group can access the security log from the console of a computer named Server1. 

You need to grant the ITSecurity global group the minimum rights necessary to view the security 

log on Server1. How should you modify the local security policy? 

A.Assign the Generate security audits user right to the ITSecurity global group. 

B.Assign the Manage auditing and security logs user right to the ITSecurity global group. 

C.Assign the Allow logon through Terminal Services user right to the ITSecurity global group. 



D.Assign the Act as part of the operating system user right to the ITSecurity global group. 

Correct Answers: B 

 

4: Your organization has 20 servers that run Windows Server 2003 Service Pack 2 (SP2). You need 

to monitor all 20 servers for a period of 24 hours by using the same performance counters. You 

must achieve this goal by using the least amount of administrative effort. What should you do 

first? 

A.In System Monitor, add counters. 

B.In System Monitor, create a Taskpad. 

C.In Performance Logs and Alerts, create a trace log. 

D.In Performance Logs and Alerts, create a counter log. 

Correct Answers: D 

 

5: You have a Web server named Server1 that runs Windows Server 2003 Web Edition Service 

Pack 2 (SP2). Server1 has 2 GB of RAM, two processors, and two physical disks. Volume C: is 

located on the first disk and has a total capacity of 80 GB. Volume D: is located on the second disk 

and has a total capacity of 500 GB. Server1 hosts a single Web site. Volume C: contains all Web 

site content. The Web site is configured to use the DefaultAppPool application pool. Users report 

that the Web site is slow to load. You run a performance report on Server1 and receive the results 

shown in the following table. 

 

You need to improve the performance of the Web site. What should you do? 

A.Install more RAM. 

B.Install an additional processor. 

C.Move the Web site content. 

D.Create a new application pool. 

Correct Answers: C 

 

6: You have a server that runs Windows Server 2003 Service Pack 2 (SP2). The server has one 

hard disk that contains one volume. You need to receive a notification when the volume has less 

than 15 percent free disk space.  What should you do? 

A.Configure a Trace Log by using the File details system provider. 

B.Configure a Trace Log by using the Disk input/output system provider. 

C.Configure an Alert by using a counter from the Logical Disk performance object. 

D.Configure an Alert by using a counter from the Physical Disk performance object. 



Correct Answers: C 

 

7: You have a Web server named Server1 that runs Windows Server 2003 Service Pack 2 (SP2). 

Server1 hosts one Web site. You create a second Web site that hosts a third-party Web application 

named App1.  The vendor of the third-party application states that the application does not 

support host headers.  You need to ensure that users can access both Web sites. What should you 

do? 

A.Enable WebDAV. 

B.Enable Server Side Includes. 

C.Configure both Web sites to use different IP addresses. 

D.Configure both Web sites to use different application pools. 

Correct Answers: C 

 

8: You have a print server that runs Windows Server 2003 Service Pack 2 (SP2).  You need to 

receive a notification each time a document fails to print. What should you do? 

A.From the Performance console, create an alert. 

B.From the Event Viewer console, create a new filter. 

C.From the Printer Server properties, modify the Advanced settings. 

D.From the Services console, enable and configure the Messenger service. 

Correct Answers: A 

 

9: You manage a software update infrastructure by using Windows Server Update Services 

(WSUS) 3.0.  All client computers run Windows XP Professional Service Pack 3 (SP3). The 

client computers receive Automatic Updates from the WSUS server, and they are configured to 

install Automatic Updates immediately.  From the Update Services console, you approve a 

required security update for all client computers. You need to force a client computer to apply the 

required security update as soon as possible. Which tool should you use? 

A.Secedit 

B.Wuauclt 

C.Wsusutil 

D.Gpupdate 

Correct Answers: B 

 

10: You are the domain administrator for your company's Active Directory domain. All client 

computers run Windows 2000 Professional. You recently deployed 10 new servers that run 

Windows Server 2003. You placed the servers in a new organizational unit (OU) named 

W2K3Servers. Anne is another network administrator. You need to configure the appropriate 

permissions to allow Anne to manage the new servers by using Terminal Services from her client 

computer. You need to assign Anne only the permissions she needs to perform her job. What 

should you do? 

A.Add Anne's user account to the local Power Users group on each server that runs Windows 

Server 2003. 

B.Add Anne's user account to the Remote Desktop Users group on each server that runs Windows 

Server 2003. 



C.Assign Anne's user account the Allow - Read and the Allow - Write permissions for the 

W2K3Servers OU. 

D.Configure the Managed By property for the W2K3Servers OU to Anne's user account. 

Correct Answers: D 

 

11: You have a server named Server1 that runs Windows Server 2003 Service Pack 2 (SP2). 

Server1 hosts an ordering application that connects to a database cluster.   

A number of client computers are shared between employees.  

You need to implement a licensing solution that meets the following requirements: 

  Server1 must allow unlimited concurrent connections. 

  Client access license requirements must be minimized.  

Which two actions should you perform? (Each correct answer presents part of the solution. 

Choose two.) 

A.Configure a license group for each shared computer. 

B.Configure a local security group for each shared computer. 

C.Configure Server1 to support Per Server licensing mode. 

D.Configure Server1 to support either Per Device or Per User licensing mode. 

Correct Answers: A D  

 

12: Your network consists of a single Active Directory domain. All servers run Windows Server 

2003 Service Pack 2 (SP2). All client computers run Windows XP Professional Service Pack 3 

(SP3). You have a user account named User1. You need to identify which permissions User1 has 

on a file. What should you do? 

A.At a command prompt, run Net file. 

B.At a command prompt, run Attrib.exe. 

C.From the file properties, view the Summary settings. 

D.From the file properties, view the Advanced Security settings. 

Correct Answers: D 

 

13: Your network consists of a single Active Directory domain. The functional level of the domain 

is Windows Server 2003. All servers run Windows Server 2003 Service Pack 2 (SP2). The 

network contains 10 file servers. Each file server hosts a share named Apps. On each file server, a 

local group named App-install-local has permissions to the Apps share. A global group named 

App-install-global belongs to the App-install-local group on each file server. App-install-global is 

used only to control permissions for the Apps share. You create a global group named Helpdesk. 

You need to provide the Helpdesk group access to the Apps share on each file server. The 

Helpdesk group must have the same permissions as the App-install-global group. You must 

achieve this goal by using the minimum amount of administrative effort. What should you do? 

A.Add the Helpdesk group to the App-install-global group. 

B.Add the Helpdesk group to the App-install-local group on each file server. 

C.Convert the App-install-global group to a universal group. Add the App-install-global group to 

the Helpdesk group. 

D.Convert the Helpdesk group to a universal group. Add the Helpdesk group to the 

App-install-local group on each file server. 



Correct Answers: A 

 

14: You have a server that runs Windows Server 2003 Service Pack 2 (SP2). The server has 

Terminal Server installed. You have a new multi-user application that you plan to install on the 

server. The setup program for the application is named setup.exe. You need to install the 

application on the server. You must ensure that the application can be used by all users. What 

should you do? 

A.From the command prompt, run setup.exe. 

B.From Add or Remove Programs, add a new program. 

C.In Windows Explorer, use the Run As option to run setup.exe. 

D.In Windows Explorer, use Compatibility mode to run setup.exe. 

Correct Answers: B 

 

15: Your network consists of a single Active Directory domain. All servers run Windows Server 

2003 Service Pack 2 (SP2). The primary group for all users is Domain Users. You share a folder 

named Data. The shared folder is located on a server named Server1. A user in the Research group 

named User1 reports that she cannot access files in the Data shared folder. You verify that User1 is 

not listed in the access control list of the shared folder. You examine the properties of the User1 

account. The properties are shown in the exhibit. (Click the Exhibit button.) Other members of the 

Research group can add and modify files in the Data shared folder. You need to ensure that User1 

can access files in the Data shared folder. What should you do? 



 

A.Remove User1 from the IT group. 

B.Assign the Change permission to User1. 

C.Remove User1 from the Domain Users group. 

D.Add User1 to the Server Operators group on Server1. 

Correct Answers: A 

 

16: You have a terminal server named Server1 that runs Windows Server 2003 Service Pack 2 

(SP2). Windows Firewall is disabled on Server1. Server1 has two network adapters named NIC1 

and NIC2. Both network adapters are connected to the same network segment. The IP address for 

NIC1 is 192.168.1.11. The IP address for NIC2 is 192.168.1.12. You regularly connect to Server1 

by using Remote Desktop Connection. The NIC1 network adapter fails. You attempt to establish a 

Remote Desktop connection to 192.168.1.12, but the connection fails. You successfully connect to 

192.168.1.12 by using Windows Explorer. You verify that IP filtering is disabled and that no IPSec 

policies are assigned. You need to ensure that you can establish Remote Desktop connections to 

Server1. What should you do? 

A.From Windows Firewall, enable the Remote Desktop exception. 

B.From Terminal Services Manager, modify the RDP-TCP settings. 

C.From the properties of NIC1, modify Internet Protocol (TCP/IP) settings. 

D.From Windows Explorer, modify the %systemroot%\system32\drivers\etc\services file. 

Correct Answers: B 



 

17: You have a file server named Server1 that runs Windows Server 2003 Service Pack 2 (SP2).  

You need to implement a backup schedule on Server1 to meet the following requirements:  

  Everyday, back up all files and folders to disk. 

  Every Friday, back up all files and folders to tape. 

  Every Sunday, Tuesday, and Thursday, back up only the files and folders that have changed 

since the previous Fridays backup to tape.  

Which backup jobs should you create? 

A.a normal backup to disk everyday 

a normal backup to tape on Friday 

a differential backup to tape on Sunday, Tuesday, and Thursday 

B.a normal backup to disk everyday 

a normal backup to tape on Friday 

an incremental backup to tape on Sunday, Tuesday, and Thursday 

C.a copy backup to disk everyday 

a normal backup to tape on Friday 

a differential backup to tape on Sunday, Tuesday and, Thursday 

D.a copy backup to disk everyday 

a normal backup to tape on Friday 

an incremental backup to tape on Sunday, Tuesday and, Thursday 

Correct Answers: C 

 

18: Your network consists of a single Active Directory domain. You have two file servers named 

Server1 and Server2 that run Windows Server 2003 Service Pack 2 (SP2). Both servers have a 

shared folder named Data.  

You have a computer named Computer1 that runs Windows XP Professional Service Pack 3 (SP3).  

From Computer1, you view the properties of \\server1\data and discover a Previous Versions tab. 

From Computer1, you view the properties of \\server2\data and discover that the Previous 

Versions tab is missing.  

You need to ensure that you can access previous versions of files from \\server2\data.  

What should you do? 

A.On Server2, enable Shadow Copies for all volumes. 

B.On Server2, create an Automated System Recovery (ASR) backup. 

C.Assign your user account the Full Control share permission to \\server2\data. 

D.On the Customize tab in the \\server2\data properties, click Restore Default. 

Correct Answers: A 

 

19: You have two servers named Server1 and Server2 that run Windows Server 2003 Service Pack 

2 (SP2). Server1 is configured as a DHCP server. You plan to decommission the DHCP service on 

Server1. You need to move the DHCP server configuration to Server2. The configuration must 

include all configured scopes, leases, and DHCP options. What should you do first? 

A.From the DHCP snap-in, export list. 

B.From the DHCP snap-in, back up the server. 

C.From Windows Explorer, copy the %systemroot%\System32\Dhcp\DHCP.mdb file. 



D.From Windows Explorer, copy the %systemroot%\System32\Dhcp\backup\dhcpcfg file. 

Correct Answers: B 

 

20: You have a DNS server named Server1 that runs Windows Server 2003 Service Pack 2 (SP2). 

Server1 is a stand-alone server. You perform a full backup of Server1 every day. A DNS zone on 

Server1 is deleted by using the DNS snap-in. You need to restore the DNS zone on Server1. What 

should you do? 

A.Restore the system state data. 

B.Restore all files in the %systemroot%\DNS folder. 

C.Restore all files in the %systemroot%\System32\drivers\etc folder. 

D.Copy all files from the %systemroot%\DNS\Backup folder to the %systemroot%\DNS folder. 

Correct Answers: A 

 


